Zadost &. 10:

Dovoluiji si Vas proto pozadat o zodpovézeni nasledujicich otazek:

1. Jakym zplsobem se na Vas Ufad konkrétné vztahuje implementace smérnice NIS 2 do
Ceského pravniho fadu, spadate do kategorie nizSich, nebo vy3Sich povinnosti?

2. Jaké nové povinnosti v oblasti kybernetické a informacni bezpecnosti pro V&S urad z
implementace smérnice NIS 2 vyplyvaji?

3. Jaké organiza¢ni zmény musel nebo musi Vas ufad v souvislosti s implementaci
smérnice NIS 2 ucinit (napf. Uprava vnitfnich predpis(, zména v fizeni IT/bezpecnosti)?

4. Jaké personalni zmény byly nebo budou realizovany (napf. navySeni poctu zaméstnanct
odpovédnych za kybernetickou bezpec€nost, posileni IT oddéleni)?

5. Jaka Skoleni Ci vzdélavaci aktivity v oblasti kybernetické bezpecnosti byla zavedena pro
zaméstnance VasSeho ufadu v souvislosti s pozadavky vyplyvajicimi z NIS 27

6. Jaké finan¢ni naklady (orienta¢né ¢i v odhadovaném rozpéti) si implementace pozadavku
smérnice NIS 2 vyzadala nebo vyzada v rozpoctu Vaseho uradu (napf. vyclenéni na personalni
naklady, Skoleni, infrastrukturu, sluzby externich dodavatel()?

7. Jaka materialni a technicka opatfeni byla ¢i budou v souvislosti s NIS 2 realizovana
(napf. obména hardware, zavedeni novych bezpecénostnich technologii, systéma pro
monitorovani a detekci incident(, zalohovaci a obnovovaci fe$eni)?

8. Zda byl v souvislosti s NIS 2 vytvofen nebo aktualizovan soubor vnitfnich bezpecnostnich
politik a metodik (napf. bezpecnostni politika, politika Fizeni pristupl, Fizeni rizik, kontinuita
provozu, incident response plany), a pokud ano, v jakém rozsahu?

9. Jakym zplsobem Vas Gfad zajiStuje analyzu a fizeni rizik v oblasti kybernetické
bezpecnosti po ucinnosti nové pravni Upravy vychazejici z NIS 27?

10. Zda Vas urad podstoupil (nebo planuje podstoupit) v souvislosti s implementaci NIS 2
néjaké externi audity, penetracni testy Ci jiné formy nezavislého ovéfovani urovné kybernetické
bezpecnosti?



