
Odpověď č. 10: 
 
K otázce č. 1: 
Dle vyhlášky č. 408/2005 Sb. o regulovaných službách poskytuje Statutární město Plzeň 
regulovanou službu Výkon svěřených pravomocí v režimu nižších povinností. 
 
K otázce č. 2: 
Veškeré nové povinnosti jsou vyjmenovány ve vyhlášce č. 410/2025 Sb. o bezpečnostních 
opatřeních poskytovatele regulované služby v režimu nižších povinností. Statutární město Plzeň 
nebylo povinnou organizací dle zákona č. 81/2014 Sb. o kybernetické bezpečnosti. 
 
K otázce č. 3: 
Statutární město Plzeň připravuje dokument, který shrnuje informace k řízení kybernetické 
bezpečnosti, ten bude v mnoha ohledech odkazovat na dokumentaci SITMP. 
 
K otázce č. 4: 
Rada města Plzně jmenovala zástupce organizace a budou jmenovány kontaktní osoby a osoba 
zodpovědná za kybernetickou bezpečnost. Navýšení počtu zaměstnanců se nepředpokládá. 
 
K otázce č. 5: 
Zaměstnanci budou průběžně vzděláváni edukačními videi a bude jim poskytnuto školení 
Národního úřadu pro kybernetickou a informační bezpečnost (dále jen "NÚKIB"). 
 
K otázce č. 6: 
Implementace požadavků směrnice NIS 2 bude realizována v rámci stávajícího rozpočtu SITMP 
s využitím interních kapacit a úprav plánovaných výdajů. Při výběru řešení SITMP postupuje v 
souladu se zásadou řádného hospodáře; případně mohou být využity dotační zdroje v závislosti 
na zvoleném řešení a způsobu implementace. 
 
K otázce č. 7: 
V souvislosti s NIS 2 je zaváděno dvoufaktorové ověřování při přihlášení do počítače, jinak je 
obnova zařízení součástí standardů SITMP. 
 
K otázce č. 8: 
Bezpečnostní politika je pravidelně přezkoumávána a v tuto chvíli ještě její aktualizace vůči NIS 2 
neproběhla. 
 
K otázce č. 9: 
Povinností Statutárního města Plzně je pouze určení technických aktiv a jejich priorit, ne 
vypracování analýzy rizik a řízení rizik. SITMP provádí analýzu rizik v oblasti kybernetické 
bezpečnosti pro veškerá spravovaná aktiva dle požadavků ISO 27001:2022, což odpovídá 
požadavkům vyhlášky č. 409/2025 Sb. o bezpečnostních opatřeních poskytovatele regulované 
služby v režimu vyšších povinností, zejména příloh číslo 1, 2 a 4. 
 
K otázce č. 10: 
Statutární město Plzeň neplánuje žádné takové aktivity. 
 
SITMP, jako organizace zřízená za účelem poskytování ICT služeb Statutárnímu městu Plzeň, 
právě podstoupila recertifikační audit dle ISO 27001:2022 s platností na tři roky a každoročním 
dozorovým auditem. Zároveň byl na SITMP proveden v roce 2025 audit kybernetické 
bezpečnosti podle zákona č. 181/2014 Sb., o kybernetické bezpečnosti v souvislosti s 
poskytování ICT služeb povinné organizaci dle tohoto zákona. 



 
V případě dalších dotazů se obraťte na SPRÁVU INFORMAČNÍCH TECHNOLOGIÍ MĚSTA 
PLZNĚ, příspěvkovou organizaci, a to konkrétně na manažerku IMS. 
 


